Joshua Peters

**Cryptologic Technician Networks - U.S Navy**

Suffolk, VA 23435

Jpeters12599@gmail.com

+1 434 941 5791

• I am a Cybersecurity and Incident Response Analyst with a deep passion for computer science and programming, proficient in Python, C++, Java, PowerShell scripting, JavaScript and HTML. My professional background is enhanced by a Top Secret/SCI clearance with a CI poly and a comprehensive suite of certifications including CEH, CompTIA Sec+, Cloud+, and Linux+. My role entails extensive utilization of various Security Information and Event Management (SIEM) systems and Endpoint Detection and Response (EDR) tools. I am constantly learning and always trying to grow my knowledge.

Work Experience

**Host Analyst/Network Analyst - Cyber Protection Team** U.S. Navy - Suffolk, VA

Sept 2019 – present

Detect, protect, react, and respond to threats against Navy Networks. Conducted Network Vulnerability Assessment and Incident response/reconstruction. Conducted Computer network risk mitigation. As a host analysis collected nine TB of network traffic, ingested IOCs and analyzed event logs in support of FCC/C10F objectives. Worked on autopsy in accordance with operations to analyze eight images. Created multiple PowerShell scripts in support of navy operations.

Education

**Bachelor of Science, Computer Science**

Western Governors University – Salt Lake City, UT

Sept 2024

**Associates of Engineering**

Central Virginia Community College – Lynchburg, VA

June 2019

Skills

* DOD Experience
* Cybersecurity
* Incident Response
* Linux
* Elk stack
* Splunk
* Python
* C++
* PowerShell
* Network Mapping
* HTML
* Autopsy
* AWS cloud analysis

Military Service

**Branch: United States Navy**

Service Country: United States

Rank: E5

Cryptologic Technician Network

Certifications and Licenses

* CompTIA Cloud+
* Certified Ethical Hacker (CEH)
* CompTIA Security+
* CompTIA Linux+

Links

<https://www.linkedin.com/in/joshua-peters-5869b32b0/>